**Разъяснение положений документации открытого конкурса** «**Развитие комплекса электронного архива технических дел департамента планирования и развития территории города Перми» № 14 К от 18.04.2011**

Департамент планирования и развития территории города Перми уведомляет всех заинтересованных лиц о разъяснении положений документации по открытому конкурсу «Развитие комплекса электронного архива технических дел департамента планирования и развития территории города Перми» (извещение № 14 К от 18.04.2011г.)».

Вопрос: «Прошу обосновать правомерность требований наличия у участника размещения заказа лицензий, указанных в пункте 11 главы IV конкурсной документации, и не является ли наличие таких требований признаком искусственного сужения круга потенциальных участников по данному конкурсу».

1. В части наличия требования у участника размещения заказа действующей лицензии ФСБ РФ - «Лицензия на осуществление деятельности по техническому обслуживанию шифровальных (криптографических) средств»:

1.1. Абзац 5 пункта 8.1.8 технического задания предусматривает требования к работам, попадающим под действие:

1.1.1. пункта 6 части 1 статьи 17 Федерального закона «О лицензировании отдельных видов деятельности» от 08.08.2011 №128‑ФЗ:

«Статья 17. Перечень видов деятельности, на осуществление которых требуются лицензии:

В соответствии с настоящим Федеральным законом лицензированию подлежат следующие виды деятельности:

6) [деятельность](consultantplus://offline/main?base=LAW;n=105441;fld=134;dst=100063) по техническому обслуживанию шифровальных криптографических) средств»;

1.1.2. Постановления Правительства Российской Федерации от 29 декабря 2007 г. №957 «Об утверждении Положений о лицензировании отдельных видов деятельности, связанных с шифровальными (криптографическими) средствами, Положение о лицензировании деятельности по техническому обслуживанию шифровальных (криптографических) средств.

В соответствии с перечисленным выше, работы по реализации требований данных пунктов технического задания являются видом деятельности, лицензируемым ФСБ.

2. В части наличия требования у участника размещения заказа действующей лицензии ФСТЭК РФ - «Лицензия на деятельность по технической защите конфиденциальной информации»:

2.1. Наличие данной лицензии регламентировано: Указом Президента РФ от 06.03.1997г. № 188 «Об утверждении Перечня сведений конфиденциального характера», Постановлением Администрации города Перми от 22.08.2007г. №347 «Об утверждении Положения о порядке обращения со сведениями конфиденциального характера в администрации города Перми», так как информация, содержащаяся в технических делах архива ДПиР, является конфиденциальной.

2.2. Согласно пункту 2.17 «Специальных требований и рекомендаций по технической защите конфиденциальной информации» (СТР-К) для предоставления возможности работы в электронном архиве технических дел необходимо пройти процедуру аттестации автоматизированной системы в соответствии с требованиями нормативных документов ФСТЭК, в связи с чем техническим заданием предусмотрено дальнейшее развитие электронного архива с внедрением функций по защите информации.

2.3. Пунктами 8.1.7.1 и 8.1.7.2, абзацами 3, 4, 6, 8 пункта 8.1.8 технического задания определены требования к работам, попадающим под действие пункта 6 части 1 статьи 17 Федерального закона «О лицензировании отдельных видов деятельности» от 08.08.2011 №128‑ФЗ:

«Статья 17. Перечень видов деятельности, на осуществление которых требуются лицензии:

1. В соответствии с настоящим Федеральным законом лицензированию подлежат следующие виды деятельности:

11) [деятельность](consultantplus://offline/main?base=LAW;n=105433;fld=134;dst=100014) по технической защите конфиденциальной информации».

2.4. Выше перечисленные пункты технического задания предусматривают требования к работам, попадающим под действие Постановления Правительства Российской Федерации от 15.08.2006 №504 «О лицензировании деятельности по технической защите конфиденциальной информации»; Положения о лицензировании деятельности по технической защите конфиденциальной информации.

Пунктом 2 Положения определено, что «под технической защитой конфиденциальной информации понимается комплекс мероприятий и (или) услуг по ее защите от несанкционированного доступа, в том числе и по техническим каналам, а также от специальных воздействий на такую информацию в целях ее уничтожения, искажения или блокирования доступа к ней».

На основании выше изложенного департамент считает, что конкурсной документацией, в том числе техническим заданием предусмотрены требования для защиты информации, включающие работы, попадающие под перечисленные лицензируемые виды деятельности.