Приложение №2

к извещению о проведении запроса котировок

**Техническое задание**

на оказание услуг по проведению обследования информационных систем персональных данных (далее ИСПДн) и инфраструктуры МУЗ «Городской станции скорой медицинской помощи» по требованиям безопасности информации

**2. Цель и оказание услуг**

Целью оказания услуг является проверка соответствия ИСПДн МУЗ «Городской станции скорой медицинской помощи» требованиям стандартов и других нормативных документов по защите информации, утвержденных ФСТЭК РФ или иными органами государственного управления в пределах их компетенции.

**3. Основания оказания услуг**

Основанием для оказания услуг является:

1. Законы Российской Федерации:

# - Федеральный закон от 27 июля 2006 г. N 152-ФЗ «О персональных данных»;

# - Федеральный закон от 27 июля 2006 г. N 149-ФЗ «Об информации, информационных технологиях и о защите информации».

2. Постановления Правительства Российской Федерации:

- Постановление Правительства РФ от 15 сентября 2008 г. № 687 «Об утверждении Положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации»;

# - Постановление Правительства РФ от 17 ноября 2007 г. N 781 «Об утверждении Положения об обеспечении безопасности персональных данных при их обработке в информационных системах персональных данных»;

# - Постановление Правительства РФ от 26 июня 1995 г. N 608 «О сертификации средств защиты информации» (с изменениями от 23 апреля 1996 г., 29 марта 1999 г., 17 декабря 2004 г.).

3. Документы уполномоченных органов Российской Федерации:

# - Приказ Федеральной службы по техническому и экспортному контролю, ФСБ РФ и Министерства информационных технологий и связи РФ от 13 февраля 2008 г. N 55/86/20 «Об утверждении Порядка проведения классификации информационных систем персональных данных»;

# - Приказ Федеральной службы по надзору в сфере массовых коммуникаций, связи и охраны культурного наследия от 28 марта 2008 г. N 154 «Об утверждении Положения о ведении реестра операторов, осуществляющих обработку персональных данных»;

- СТР-К «Специальные требования и рекомендации по технической защите конфиденциальной информации» утверждённое Гостехкомиссией России от 2002г.;

- «Базовая модель угроз безопасности персональных данных при их обработке в информационных системах персональных данных» утверждена Заместителем директора ФСТЭК России от 15.02.2008 г.;

- «Методика определения актуальных угроз безопасности персональных данных при их обработке в информационных системах персональных данных» утверждена Заместителем директора ФСТЭК России от 14.02.2008 г.;

- Приказ ФСТЭК от № 58 05.02.2010 г. об утверждении положения «О методах и способах защиты информации в информационных системах персональных данных».

**4. Требования по безопасности информации**

Обследование ИСПДн и их инфраструктуры должно быть осуществлено в соответствии с требованиями по информационной безопасности, предъявляемыми в нормативных документах, а именно:

- по порядку и организации услуг по защите информации в ИСПДн;

- по защите информации в ИСПДн от утечки информации по техническим каналам;

- по защите информации в ИСПДн от несанкционированного доступа (далее – НСД) в зависимости от класса информационной системы.

**5. Перечень оказываемых услуг по обследованию ИСПДн Заказчика предназначенных для обработки ПДн**

Количество ИСПДн – 4 шт.;

Количество АРМ входящих в ЛВС (ИСПДн) – 115 шт.

Количество помещений с фрагментами ИСПДн – 12 шт.

| **№ п/п** | **Наименование услуг** |
| --- | --- |
| *1* | *2* |
| **Проведение обследования** | |
| 1 | Изучение и анализ существующей документации Заказчика в области защиты информации.  1. Документы, содержащие информацию об обработке ПДн в информационных системах Заказчика:  - формы учета ПДн, обрабатываемых в информационных системах.  2. Документы, содержащие информацию об автоматизированных системах, в которых обрабатываются ПДн, и сетях передачи данных:  - схемы расположения сети;  - перечень аппаратных средств (серверы, рабочие станции, коммуникационное оборудование);  - перечень программного оборудования на серверах и рабочих станциях, участвующих в обработке ПДн.  3. Документы, содержащие информацию о состоянии информационной безопасности (в том числе о мерах и средствах защиты ПДн):  - положения о подразделениях, ответственных за информацию и физическую безопасность;  - перечни специализированных программных и аппаратных средств защиты информации.  Результат этапа оказанных услуг (представляемые документы) – разработанный «План мероприятий по обследованию ИСПДн», акт оказания услуг. |
| 2 | Обследование ИСПДн Заказчика:  1. Интервьюирование и анкетирование работников Заказчика, непосредственно участвующих в процессах обработки ПДн (работники структурных подразделений), а также отвечающих за предоставление и обслуживание ИСПДн (работники ИТ-подразделений), и их защиту (работники подразделений, ответственных за информационную и физическую безопасность);  2. Оказание услуг по сбору информации о компонентах ИСПДн Заказчика и принимаемых мерах по защите ПДн.  Результаты обследования ИСПДн Заказчика (представляемые документы):  1. Разработанные схемы автоматизированных способов обработки ПДн Заказчика;  2. Разработанные схемы логической структуры информационной системы ПДн.  3. Акт оказания услуг. |
| **Разработка организационно-распорядительной документации, ТЗ, ТЭО, проектно-сметной документации** | |
| Перечень документов, разрабатываемый в организации согласно ПП РФ от 17 ноября 2007 г. № 781 «Об утверждении Положения об обеспечении безопасности ПДн при их обработке в ИСПДн» | |
| 1 | Документ «Перечень ПДн, обрабатываемых заказчиком» |
| 2 | Документ «Перечень подразделений и работников, допущенных к работе с ПДн, обрабатываемыми Заказчиком» |
| 3 | Документ «Описание ИСПДн» |
| 4 | Документ «Частная модель угроз безопасности ПДн в ИСПДн», согласно требованиям ФСТЭК России и ФСБ России (для каждой ИСПДн) |
| 5 | Документ «Акт классификации ИСПДн» (для каждой ИСПДн) |
| 6 | Документ «Положение о порядке обработки и обеспечении безопасности ПДн» |
| 7 | Инструкция о порядке отнесения информационных ресурсов к защищаемым и организации доступа к ним |
| 8 | Инструкция пользователю по соблюдению режима защиты информации при работе в автоматизированных системах |
| 9 | Инструкция по организации парольной защиты в автоматизированных системах |
| 10 | Журнал учета съемных носителей информации, а также распечаток текстов, графической и иной информации |
| 11 | Журнал учета пользователей и их прав в ИСПДн |
| 12 | Журнал учета обращений субъектов ПДн о выполнении их законных прав в области защиты ПДн |
| 13 | Журнал учета согласия субъектов ПДн на их обработку |
| 14 | Порядок резервирования и восстановления работоспособности ТС и ПО, баз данных и средств СЗПДн |
| 15 | Проект Приказа о создании комиссии по организации и оказанию услуг по защите ПДн |
| 16 | Проект Приказа об утверждении Положения «Об обработке и защите ПДн» |
| 17 | Проект Приказа о назначении администратора безопасности СЗПДн |
| 18 | Проект Приказа об утверждении лиц, ответственных за защиту информации, содержащей ПДн |
| 19 | Проект Приказа о границе контролируемой зоны |
| 20 | Проект Приказа об утверждении мест хранения материальных носителей персональных данных |
| 21 | Документ «Техническое задание на оказание услуг по защите ИСПДн Заказчика» |
| 22 | Документ «Технико-экономическое обоснование предложений по созданию комплексной системы защиты ПДн в информационных системах Заказчика» |
| 23 | Документ «Рабочий проект по созданию комплексной системы защиты ИСПДн» |
| Перечень разрабатываемых документов согласно ПП РФ №687 от 15.09.2008 г. «Об утверждении Положения об особенностях обработки ПДн, осуществляемой без использования средств автоматизации» | |
| 1 | Документ «Перечень и категории ПДн, обрабатываемых заказчиком без использования средств автоматизации» |
| 2 | Документ «Перечень подразделений и работников, допущенных к работе с ПДн, обрабатываемыми Заказчиком без использования средств автоматизации» |
| 3 | Документ «Положение о порядке обработки и обеспечении безопасности ПДн без использования средств автоматизации» |
| 4 | Инструкция по заполнению типовых форм содержащих ПДн обрабатываемые без использования средств автоматизации |
| 5 | Форма Акта об уничтожении носителей персональных данных субъекта (ов) персональных данных (в случае достижения цели обработки) |
| 6 | Проект приказа «О назначении лиц, ответственных за защиту информации содержащей ПДн» |

Принятые сокращения:

АРМ – автоматизированное рабочее место;

ЛВС – локальная вычислительная сеть;

ИСПДн – информационная система персональных данных;

ПДн – персональные данные;

ПП – постановление правительства РФ.